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________________________________________________________________________________________ 

ABSTRACT- “Everything that is blend to the internet is cognizant”, is going to be the new rule for future. Future is 

Internet of Things (IOT we are moving towards it with swift pace. Generally to the way humans use internet, now 

onwards gadgets will be the main users of IOT ecosystem.  We know that, today internet has already taken an 

decisive part of everyday life and it has also fiercely changed the lives of human being. This paper introduces 

Internet of Things (IOTs), which offers competence to identify and connect worldwide physical objects into a 

unified system. As a part of IOTs, serious interest is raised over access of particular information related to device 

and individual privacy. This survey epitomizes the security threats and privacy concerns of IOT .Main permissive 

factor of this conception is the assimilation of various technologies. In this paper, we describe the key technologies 

elaborate in the implementation of Internet of Things and the   leading application discipline where the Internet of 

Things will play a key role.   The global sensing networks is enabled by Wireless Sensor Networks (WSN) and 

these technologies cuts across many areas of modern day living. The rise of these devices in a communicating 

and actuating network will create the Internet of Things (IOT). Here the sensors and actuators bind easily with 

the environment around us and the knowledge is shared across various terrace in order to develop a common 

operating picture (COP). Internet 
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1. INTRODUCTION 

The IOT is the eyesight of machine-to-machine conversation between devices embedded in things, so-called 

smart objects. To avoid obstruction with the adoption of the thing, IOT devices are slight, embedded devices, furnished 

with only a few hundred KB of ROM. They are powered by batteries, which have to last for months or even years 

without maintenance. IOT devices are coordinated in a mesh network which is akin to the Internet through a gateway 

router. This sets them apart from traditional Wireless Sensor Networks. 

2. DIFINATION OF IOT 

 “An open and extensive network of brilliant objects that have the scope to auto-organize, share information, data 

and assets, reacting and acting in face of situations and changes in the environment” 

2.1 Evolution 

 Before the research of the IOTs in depth, it is worthwhile to look at the evolution of the Internet. in the late 

1960s, communication between two computers was made desirable through a computer network. In the early 1980s, the 

TCP/IP stack was popularized. Then, commercial use of the Internet started in the late 1980s. Later, the World Wide 

Web (WWW) became accessible in 1991 which made the Internet more popular and encourage the rapid gain. Then, 

mobile devices connected to the Internet and build the mobile- Internet. With the development of social networking, 

users started to become connected together over the Internet. The next step in the IOTs is where objects around us will be 

able to connect to each other (e.g. machine to machine) and communicate via the Internet.  
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3. REQUIREMENTS 

(a) Energetic resource need 

 (b) Certain time needs 

 (c) Epidemic growth of demand 

 (d) Opportunity of applications  

(e) Data stability and user aloofness 

(f) Adequate power utilization of applications 

 (g) Gassing of the applications near to end users 

 (h) Entry to an open and inter doable cloud system. 

According to another author, there are three factors, which required for smooth Internet of Things (IOT) computing  

(a) Hardware—composed of sensors, actuators, IP cameras, and embedded communication hardware  

(b) Middleware—on demand storage and computing appliance for data analytics with cloud and Big Data 

Analytics 

 (c) Presentation—easy to explain visualization and clarification tools that can be create for the distinct applications. 

3.1 ITU Architecture 

 

According to the recommendations of the International Telecommunication Union (ITU), the network, Architecture 

of Internet of Things abide of 

(a) The Sensing Layer 
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(b) The Access Layer 

(c) The Network Layer 

(d) The Middleware Layer 

(e) The Application Layers 

These are like the Open Systems Interconnection (OSI) reference model in network and data communication. 

4. TECHNOLOGIES 

The Internet of Things was originally inspired by members of the RFID community, who referred to the 

possibility of disclosing information about a identified object by surfing an internet address or database entry that 

corresponds to a particular RFID or Near Field Communication technologies. Primary technologies of IOT are RFID, the 

sensor technology, nano mechanization and intelligence impacted technology. Among them, RFID is the base and 

networking core of the development of Internet of Things. The Internet of Things (IOT) enabled users to lead physical 

objects into the sphere of cyber world. This was made feasible by different tagging technologies like NFC, RFID and 2D 

barcode which allowed physical objects to be identified and referred over the internet.  

4.1. Radio Frequency Identification (RFID) 

Radio Frequency Identification (RFID) is a system that broadcast the existence of an object or person wirelessly 

using radio waves in the form of a serial number. First use of RFID device was happened in 2nd world war in Brittan and 

it is used for the Identification of Friend or enemy in 1948. Next RFID technology is endowed at Auto-ID center in MIT 

in the year 1999. RFID technology plays an vital role in IOT for clarify identification concern of objects around us in a 

cost efficient manner. The technology is classified into three divisions. 

1. Active RFID 

2. Passive RFID  

3. Semi Passive RFID.  

The main elements of RFID are tag, reader, antenna, access controller, software and server. It is more stable, 

dynamic, secured, reasonable and systematic. RFID has an broad range of wireless utilization such as distribution, 

tracing, patient monitoring, military apps etc.  

4.2. Internet Protocol (IP) 

Internet Protocol (IP) is the initial network protocol used on the Internet, developed in 1970s. IP is the principal 

communications protocol in the Internet protocol suite for hand over datagram’s across network edges. The two forms of 

Internet Protocol (IP) are in use: IPv4 and IPv6. Each version defines an IP address individually. Because of its 

popularity, the universal term IP address commonly still refers to the addresses defined by IPv4. 

  The actual protocol afford for 4.3 billion IPv4 addresses while the IPv6 will significantly enhance the availability to 

85,000 trillion addresses. IPv6 is the 21st century Internet Protocol. This supports around for 2128 addresses. 

 

4.3. Electronic Product Code (EPC) 

Electronic Product Code (EPC) is a 64 bit or 98 bit code electronically listed on an RFID tag and proposed to 

design a renovation in the EPC barcode system. EPC code can store knowledge about the type of EPC, exclusive serial 

number of product, its stipulation, producer information etc. which is answerable for standardization of Electronic 

Product Code (EPC) technology, for distribution RFID information. It has four factors namely Object Naming Service 

(ONS), EPC Discovery Service (EPCDS), EPC Information Services (EPCIS) and EPC Security Services (EPCSS). 

4.4. Barcode 

Barcode is just a different way of encoding numbers and letters by using mix of bars and spaces of varying 

width. Behind Bars serves its original intent to be expressive but is not critical. Quick Response (QR) Codes the 

trademark for a type of matrix barcode first invent for the automotive trade in Japan. Bar codes are optical machine-

readable labels fixed to items that record information related to the item. Newly, the QR Code system has become 

prominent outside the automotive industry due to its swift readability and higher storage capacity compared to standard. 

There are 3 types of barcodes as Alpha Numeric, Numeric and 2 Dimensional. Barcodes are designed to be machine 

readable. Usually they are read by laser scanners, they can also be read using cameras. 
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4.5. Wireless Fidelity (Wi-Fi) 

Wireless Fidelity (Wi-Fi) is a networking technology that grants computers and other devices to convey over a 

wireless signal. Vic Hayes has been named as father of Wireless Fidelity. Today, there are nearly prevalent Wi-Fi that 

delivers the high speed Wireless Local Area Network (WLAN) connectivity to millions of offices, homes, and public 

area such as hotels, cafes, and airports. The integration of Wi-Fi into notebooks, handhelds and Consumer Electronics 

(CE) devices has accelerated the adoption of Wi-Fi to the point where it is nearly a default in these devices. Technology 

contains any type of WLAN product support any of the IEEE 802.11 together with dual-band, 802.11a, 802.11b, 802.11g 

and 802.11n.  

4.6. Bluetooth 

Bluetooth wireless technology is reasonable, short-range radio technology that ignores the need for fix cabling 

between devices such as notebook PCs, handheld PCs, PDAs, cameras, and printers and effective range of 10 - 100 

meters. And normally communicate at less than 1 Mbps and Bluetooth uses specification of IEEE 802.15.1 standard. It is 

used for the establishment of Personal Area Networks (PAN). A set of Bluetooth devices shares a routine channel for 

communication is called Piconet. This Piconet is capable of 2 - 8 devices at a time for data sharing, and that data may be 

text, picture, video and sound.  

4.7. Near Filed Communication (NFC) 

Near Field Communication (NFC) is a set of short-range wireless technology at 13.56 MHz, frequently 

demanding a distance of 4 cm. NFC technology makes life smoother and more comfortable for consumers about the 

world by making it simpler to make activity, exchange digital content, and connect electronic devices with a touch. 

Allows spontaneous initialization of wireless networks and NFC is integral to Bluetooth and 802.11 with their long 

distance efficiency at a distance circa up to 10 cm. It also works in filthy environment, does not crave line of sight, easy 

and simple connection method. It is first developed by Philips and Sony companies. Data exchange rate now days 

approximately 424 kbps.  

4.8. Actuators 

An actuator is something that converts energy into motion, which means actuators drive motions into 

mechanical systems. It takes hydraulic fluid, electric current or some other source of power. Actuators can constitute a 

linear motion, rotary motion or oscillatory motion. Cover short distances, generally up to 30 feet and normally 

communicate at less than 1 Mbps. Actuators mostly are used in producing or industrial applications. There are three types 

of actuators are 

 (1) Electrical: ac and dc motors, stepper motors, solenoids  

(2) Hydraulic: use hydraulic fluid to actuate motion  

(3) Pneumatic: use compressed air to actuate motion. All these three types of actuators are very much in use today. 

Among these, electric actuators are the most commonly used type. Hydraulic and pneumatic systems allow for increased 

force and torque from smaller motor. 

4.9 Wireless Sensor Networks (WSN) 

A WSN is a wireless network dwell of partially distributed self-governing devices using sensors to mutually 

monitor physical or environmental conditions, such as climate, sound, oscillation pressure, motion or pollutants, at 

distant locations (Wikipedia). Formed by hundreds or thousands of bits  that communicate with each other and pass data 

along from one to another. A wireless sensor network is an vital  factor in IOT model. Sensor nodes may not have global 

ID because of the huge amount of overhead and large number of sensors. WSN based on IOT has accepted remarkable 

attention in many areas, such as military, homeland security, healthcare, precision agriculture monitoring, manufacturing, 

habitat monitoring, forest fire and flood detection and so on  

4.10. Artificial Intelligence (AI) 

Artificial Intelligence refers to electronic status  that are delicate and active to the presence of people. In an 

atmosphere perception world, devices work in concert to support people in carrying out their everyday life action in easy, 

natural way using knowledge and brilliance that is covered in the network connected devices. It is described by the 

ensuring systems of characteristics (1) Embedded: Many Net- worked devices are combined in to the environment (2) 

Context Aware: These devices can identify you and your situational context (3) Personalized: They can be tailored to 
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your needs (4) Adaptive: They can specific change in response to you (5) Anticipatory: They can forecast your desires 

without keen mediation. 

5. CONCLUSION 

The Internet of Things will grow to 26 billion units and it will be installed in 2020 characterizing an almost 

30- fold increase from 0.9 billion in 2009. The revenue will be incremented up to $300 billion by the IOT product and 

service suppliers in 2020. It is predicted that “ghost” devices with unused connectivity will be common due to the low 

cost of adding the capacity of IOT to the consumer products and there will be a merger of products that have the built 

in capability but need software to “activate” it. Various firm will make a very large-scale use of IOT technology, and 

there will be a ample range of products (such as: advanced medical devices, factory automation sensors and 

applications in industrial robotics) sold into various markets. 

So in this review paper we have surveyed the most basic, important and crucial aspects of Internet of Things 

technology which will be done in near future and also some the aspects has already been done and now also still 

extensive research is going on this IOT technology. So we conclude that, the great invention of this IOT technology 

will lead the computer communication systems to a different level in near future. 

 

7.  ACKNOWLEDGMENT 

I  AYASHA  M , working as a  asst professor  in the  dept of Computer Science,  MGR college , hosur , to prepare survey 

paper “ INTERNET OF THINGS”. 

i would like to  thank Mrs. Dr.M.Savitha Devi, M.Sc, M.Phil, M.C.A, B.Ed, HOD cum Asst. Professor,PG &Research 

Department of Computer Science, DON BOSCO College, Dharmapuri, for her  guidance and encouragement in carrying 

out this  survey work. 

 

6.  REFERENCES 

[1] Lianos, M. and Douglas, M. (2000) Dangerization and the End of Deviance: The Institutional Environment. British 

Journal of Criminology, 40, 261-278. http://dx.doi.org/10.1093/bjc/40.2.261 

[2] Ferguson, T. (2002) Have Your Objects Call My Object. Harvard Business Review, June, 1-7. 

[3] Nunberg, G. (2012) The Advent of the Internet: 12th April, Courses. 

[4] http://www.cc.gatech.edu/~keith/classes/ubicomp.. . [5] http://lms.abuad.edu.ng/claroline/work/user_. 

 

http://www.ajouronline.com/
http://www.cc.gatech.edu/~keith/classes/ubicomp..%20.%20%5b5
http://lms.abuad.edu.ng/claroline/work/user_.

